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KS2 Responsible Internet Use 

 
As many of our pupil’s access learning both at home and at school, it is vital that a safe online environment is 

provided. 

 

In school we continue to ensure the appropriate filtering and monitoring protocols are in place and any 

concerns relating to safeguarding of pupils including online safety, continues to be a top priority.  

 

In KS2, we use the SMART rules for keeping safe online. Please read and discuss these with your child. 

We will continue to remind the children about safe and acceptable practises online throughout the school 

year and update you with relevant links. 
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Online Code of Practice at Eton Wick: 
 

These statements build on the SAFE rules used by our younger pupils and are underpinned by the SMART rules. 
 
These statements can keep me and others safe & happy at school and home 
 

1. I learn online – I use the school’s internet, devices and logons for schoolwork, homework and other 

activities to learn and have fun. All school devices and systems are monitored, including when I’m using 

them at home.  

2. I ask permission – At home or school, I only use the devices, apps, sites and games I am allowed to and 

when I am allowed to. 

3. I am a friend online – I won’t share or say anything that I know would upset another person or they 

wouldn’t want shared. If a friend is worried or needs help, I remind them to talk to an adult, or even do 

it for them. 

4. I am not a bully – I do not post, make or share unkind, hurtful or rude messages/comments and if I see it 

happening, I will tell my trusted adults. 

5. I am a secure online learner – I keep passwords and personal information, including addresses and 

phone numbers to myself and reset them if anyone finds them out. Friends don’t share passwords! 

6. I am careful what I click on – I don’t click on unexpected links or popups, and only download or install 

things when I know it is safe or has been agreed by trusted adults. Sometimes app add-ons can cost 

money, so it is important I always check. 

7. I ask for help if I am scared or worried – I will talk to a trusted adult if anything upsets me or worries me 

on an app, site or game – it often helps. If I get a funny feeling, I talk about it.  

8. I communicate and collaborate online – with people I already know and have met in real life or that a 

trusted adult knows about. 

9. I know new online friends might not be who they say they are – I am careful when someone wants to 

be my friend. Unless I have met them face to face, I can’t be sure who they are.  

10.  I check with a parent/carer before I meet an online friend the first time; I never go alone. 

11.  I don’t do live videos (livestreams) on my own – I check with a trusted adult each time I video chat with 

anybody. 

12.  I keep my body to myself online – I never get changed or show what’s under my clothes when using a 

device with a camera.  

13.  I follow age rules – 13+ games and apps aren’t good for me so I don’t use them – they may be scary, 

violent or unsuitable (an older rating doesn’t mean a game is more difficult or requires more skill) 

14.  I am careful what I share and protect my online reputation – I know anything I do can be shared and 

might stay online forever (even on Snapchat or if I delete it). 

 


